
 

January 2024 

Safeguarding and Online Safety snippet 

Happy new Year to you all and I hope you had a wonderful 

Christmas with friends and Family members. As ever, I try to bring 

you the key stories that have made it my way this week and share some useful tips or ideas 

on how to support our young people. 

 

 

 

 

  

 

 

 

 

NSPCC - Online Safety Youth Taskforce 

 

The NSPCC is setting up a new Online Safety Youth Taskforce, a group of 15 young people (13-16) to share their 

views and issues that young people face online and advise the NSPCC on what matters most to them. They'll get 

to meet decision-makers, attend events and workshops, receive training and more. 

 

This sounds like a wonderful opportunity, but you'll need to be quick. Application forms need to be submitted by 12 

Jan 2024. Full details can be found https://www.nspcc.org.uk/about-us/what-we-do/online-safety-youth-taskforce/ 

 

https://www.nspcc.org.uk/about-us/what-we-do/online-safety-youth-taskforce/


 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Don't Share Personal Information Online 

 

Ofcom have released their latest top trends from people's online lives and, as always, it makes for an 

interesting read. There were two standout trends:  

1. Nearly three quarters of teens said they had encountered one or more potential harms in the 

previous four weeks. The top 3 were:  

o Animal cruelty. 

o Promotion of suicide. 

o Promotion of self-harm. 

2. Around 20% of children (8-17) with a social media profile use a false age over 18. This ties in 

with the numbers in Primary schools (KS2) when the children are asked why they're using a 

false age it's usually one of 3 reasons:  

o They just use the first age (year of birth) shown when signing up - this is all about the 

speed of getting into the app. 

o They are fully aware that if they give their true age, they won't be allowed access. 

o Because they've been taught in school, "Don't share personal information online." Be 

very careful with this message as it can be very confusing for younger children. 'Don't 

share personal information online' is impossible, it is the context that matters. In other 

words, "When is it appropriate to share personal information online and what is 

appropriate to share?". 

You can see more top trends HERE and you can download the full report HERE 

https://esafety-adviser.us4.list-manage.com/track/click?u=cbd59b76f0e1ad9db768db345&id=6e1dfab912&e=2f78bd5b12
https://esafety-adviser.us4.list-manage.com/track/click?u=cbd59b76f0e1ad9db768db345&id=b2147fde17&e=2f78bd5b12


 

 

 

Contentious or provocative viewpoints are 

shared every second of the day online 

😲💻 That’s not to say, however, that an 

opinion is less valid simply because it’s 

initially unpopular: just think about Galileo 

or Emmeline Pankhurst. The facility to 

have our beliefs questioned – and to 

challenge other peoples in return – is often 

a catalyst for scientific and social progress. 

With disturbing frequency, though, some 

individuals post damaging hate speech 

online under the guise of ‘freedom of 

expression’ – and unless young people can 

identify hate speech, there’s a risk of them 

being influenced by such harmful content. 

Our #WakeUpWednesday guide explores 

the crucial differences between free 

speech and hate speech. Please click here 

to view the guide in full for further 

information about this topic.  

 

 

https://www.gilberd.com/download/safeguarding-bulletin-free-speech-vs-hate-speech/?wpdmdl=5794&refresh=659fc331a61dc1704969009

